
THE PASSWORDLESS COMPANY

AM I USING TRUE  
PASSWORDLESS MFA?

Evaluating a True Passwordless MFA solution? Use this flow chart to cut through 
the noise and find the product that’s right for your organization.

Can I always log into my workstation
and applications without typing in a

password?

Can I log in offline without a
One Time Password (OTP) or fallback

password?

You should not have to remember a password  
or sacrific security. A True Passwordless 

solution provides Offline Mode.

Do I need to enter an SMS 2-Factor
Authentication (2FA) code at any

point in time during login?

SMS 2FA is an outdated method already deprecated 
by NIST. Relying on shared secrets-based 2FA does 

not eliminate passwords.

Can I use my smartphone as a smart
card or FIDO token?

You should be able to use your smartphone as a 
FIDO token or certificate-based authenticator.

Learn more in the FIDO Buyers Guide

If I don’t have my phone, can I use an 
alternative passwordless authenticator 
such as a Yubikey or Windows Hello?

A True Passwordless solution supports  
alternative login methods to help you  

maintain a passwordless company at all times.

You are using True
Passwordless MFA!

See True Passwordless for Yourself. 
Get a HYPR Demo.

If you have to type in a password, you’re 
not passwordless. True Passwordless 

MFA should look like this.
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